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E-Mail Upgrade Summary

Background

· E-mail is a critical communication tool for research, education and day-to-day business operations. 

· Over the years, Oakland – in fact the nation – has experienced increased usage of and reliance on e-mail. As more students enroll and business processes become more streamlined, e-mail becomes more of a necessity instead of a luxury.

Current Situation

· Oakland’s current e-mail operation – and new service-level expectations – has outstripped the capabilities of the University’s existing tool. 

· Oakland’s current e-mail solution dates back to the mid-1990s, though some technology and file structures used with this solution are older. 

· The current e-mail solution has received some hardware and software upgrades over the years, including a basic webmail solution in early 2000, however the core technology of the system has not changed in more than eight years. 

· Although individual elements of Oakland’s current environment are technically sound, the combination creates a vulnerable environment – that continues to become more so as usage increases every day. This increases the chance of significant slowdowns, outages, failures and security issues.

· The current system has significant capacity limits that are affecting operations, including number of e-mail accounts, size of accounts and number of messages processed.

· Recognizing the importance of a dependable and secure e-mail environment, the President’s Cabinet recently reviewed and approved a proposal to replace Oakland’s current e-mail structure with a more up-to-date system that can accommodate the University’s current and very immediate future needs.  

Advantages of New System

· The new e-mail system under review will support growth beyond existing system limits, easily handling 22,000 clients with the ability to scale to a larger solution in the future.    

· Because security and authenticated use is a very real and important concern in the Oakland environment, virus protection software at the e-mail gateway and a directory services system are included in this solution.

· MiraPoint's hardware is an E-mail Appliance, which means the device is designed from the start to be optimized for electronic mail.   MiraPoint designed their own operating environment in order to handle electronic mail and the related directory options with the utmost efficiency.

· MiraPoint allows for extensions of the directory services to allow Oakland to use the directory for e-mail sending and authentication, and for authentication, access, and authorization for our Windows, UNIX, and Macintosh environments.    

· MiraPoint's webmail uses direct access to a user's inbox from a web browser, without an agent handling the access.  This unique approach offers the ability to reduce the points of failure for accessing webmail, an issue with the current environment.

· MiraPoint includes a GetMail feature that offers the ability for MiraPoint's solution to go out to other e-mail services such as Yahoo Mail, HotMail, or AOL/Netscape Mail and download that mail to be read at Oakland.   This offers the ability for Oakland students to centralize their message information and utilize Oakland's services to read Oakland communications using one application interface.   

· Reliability is 99.999%.  Uptime availability is archived by building a message solution from the ground up.   Oakland’s specifications asked for a 99.999% uptime availability, and no other vendor commented directly on this item.

· MiraPoint's administrative tools handle any basic administrative requirement.   Advanced scripting features are included to automate, provide reports and status, enhance, or customize the MiraPoint solution to Oakland’s culture and identity.  

PAGE  
2

